Privacy Policy for RavenKey

Your privacy is important to us. This Privacy Policy explains how RavenKey
handles your data.

Data Collection

* No Personal Data Collected: RavenKey does not collect, transmit, or store
outside any personal data.

* Offline Data Storage: All data (including usernames and passwords) is
stored locally on your device.

Data Usage

* RavenKey stores your data locally to provide its functionality.

* RavenKey does not access or share this data with any third parties.

Data Security

* Your data is stored securely on your device. We use Apple’s Keychain to
ensure sensitive information like passwords is encrypted and protected.

User Responsibility

* Since data is stored locally, we recommend enabling device-level security
(e.g., Face ID, Touch ID, or a passcode) to protect your data.

Contact Us

If you have any questions about this Privacy Policy, you can contact us at

occstudentco@gmail.com

Disclaimer:

RavenKey is designed as a basic password-keeping app for managing everyday
accounts. This app is not intended to store sensitive information such as financial,
medical, or other confidential data. Users are solely responsible for the security of

the information they store in the app.



While the app uses secure methods (Keychain) to store passwords locally, we do not
guarantee protection against hacking or breaches. By using this app, you agree that
RavenKey is not liable for any unauthorized access, data loss, or misuse of stored

passwords.



